
Certified Information Systems Security Professional 

(CISSP®) training course

Essential information about the course
Level1 1 2 1 2 3 1 2 3 4

Course outline

Upon successful completion of the exam, you’ll receive a BSI certificate. 

This course will prepare you with the knowledge and skills to complete the CISSP exam, which will get you 

Certified Information Systems Security Professional status.

•	 Domain 1: Security and risk management

•	 Domain 2: Asset security

•	 Domain 3: Security architecture and engineering

•	 Domain 4: Communication and network security

•	 Domain 5: Identity and access management

•	 Domain 6: Security assessment and testing

•	 Domain 7: Security operations

•	 Domain 8: Software development security

Over the five days, you will work through the eight CISSP Common Body of Knowledge (CBK) domains areas:

As information security continues to grow as a profession, so 

does the requirement to recognize experienced professionals 

with the relevant knowledge and skills. Certified Information 

Systems Security Professional (CISSP) is a globally recognized 

independent and objective measure of expertise in 

information security, which this course can help you achieve. 

This intensive five-day course covers key Information Systems 

Security Certification Consortium (ISC2) topics including 

cloud computing, mobile security, application development 

security, and risk management, helping you gain the 

knowledge to stay ahead and manage critical information 

security issues affecting your organization. 

With our high quality content and access to the most relevant 

tools developed to support with the CISSP exam, our training 

is what you need to enhance your career. 



Certified Information Systems Security Professional (CISSP®) training course

We want to make sure you have the best learning experience possible. That’s why we offer a range of training courses 

from beginner to expert. We create a positive learning environment so you retain the knowledge and acquire skills that will 

continue to be of use beyond the course. 

Make sure the course is right for you.

•	 Official ISC2 CISSP Student Guide

•	 Access to practice exam questions, notes and study guides

•	 Newest ISC2 Content for the 2021 Domain refresh

To qualify for the CISSP certification, you must:

•	 Have a minimum of five years’ professional experience in two or more of the eight CBK domains

•	 Pass the CISSP examination

•	 Complete the endorsement process and subscribe to the (ISC)² Code of Ethics

•	 Maintain certification through continuing professional education (CPE) credits

This is the course for you if:

•	 You’re working in the areas of 
Information security, Information 
governance, Security engineering or 
working towards/in position of CSO, 
CISO or Security management

•	 You’re looking to gain an 
internationally recognized 
Information Systems Security 

Professional qualification

What is the course like?

•	 Five days 

•	 Led by a globally recognized trainer

•	 You’ll work through real life practical 
examples

•	 You’ll receive, comprehensive course 
materials  

and exam focused tools to take away

How will I benefit?

•	 Gain knowledge of the eight CISSP 
domains 

•	 Enhance your ability to stay ahead 
of information security threats 

•	 You’ll be prepared for the CISSP 
exam 

•	 Network with likeminded peers 

•	 Develop professionally
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Next steps with BSI: 
Certified Information Systems Auditor (CISA®) training 

Certified Ethical Hacker (CEH) training 

Certified Information Privacy Professional Europe (CIPP/E®) 
training

Why invest in this course?

Training delivered at your site 
This could be a convenient and cost 

effective option, especially if you have 

multiple delegates. 

Talk to one of our experts to find out more.

Find out more

Call UK: +44 345 222 1711  Call IE: +353 1 210 1711  Call US: +1 800 862 4977

Email: digitaltrust.consulting.training@bsigroup.com 

Visit: bsigroup.com/training


